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1. (1p) Uczac sie jezyka HTML przyzwyczajamy sie do tego, ze dla zadan typu GET z
przegladarki przeznaczony jest odsylacz (link)

<a href="strona.aspx?pl=v1&p2=v2">zadanie GET</a>

zas dla zadan typu POST - przycisk

<form method="post">

<input type="text" name="pl1" />

<input type="text" name="p2" />

<input type="submit" value="zadanie POST" />
</form>

Zadanie polega na tym, zeby pokazaé¢ jak to zrobi¢ odwrotnie - to odsytacz powinien
powodowadé zadanie typu POST a przycisk zadanie typu GET.

2. (1p) Nauczy¢ sie dodawaé, odczytywaé i usuwaé ciastka (HttpCookie) w kodzie po stro-
nie serwera. Jak naiwnie sprawdzi¢ czy przegladarka obstuguje ciastka? A jak to zrobié
wiarygodnie?

3. (1p) Przestudiowaé interfejsy (API) obiektéw Request, Server i Response. Nauczy¢ sie
odczytywaé nagléwki (Headers) zadania. Nauczy¢ sie tworzy¢ wlasne nagléwki odpowiedzi.
Nauczy¢ sie mapowaé Sciezki wzgledne (wzgledem korzenia lokalizacji witryny na dysku)
na $ciezki fizyczne (Server.MapPath).

Do czego przydaje sie statyczna wlasciwosé HttpContext.Current?

Ktéra wiadciwoéé HttpContext . Current przechowuje referencje na strone aktualnie prze-
twarzana w potoku przetwarzania?

Wskazowka: przejrzeé wszystkie sktadowe obiektu, poszukiwana referencja jest wprost za-
pisana w jednej z nich.

4. (1p) Nauczy¢ sie roznic miedzy kontenerami serwerowymi Application, Sessioni Items.
Zademonstrowaé ich uzycie w kodzie po stronie serwera za pomoca opakowan w pseudo-
singletony. Dostep do ktérego kontenera powinien byé dodatkowo chroniony (lock) w
aksesorze dostepu (get) i dlaczego?



5. (1p) Bez wzgledu na sposéb dostepu do danych, z kontekstu dostepu do danych zwy-
kle korzystamy przy pomocy jakiego$ dedykowanego obiektu (SqlConnection, LINQowy
DataContext, Hibernate’owy ISession itp).

Ktory kontener serwerowy jest najwlasciwszy do przechowywania takiego kontekstu doste-
pu do danych (Application, Session czy Items)? Jakie skutki uboczne mialoby przecho-
wywanie kontekstu dostepu do danych nie w tym wtasciwym, ale w ktoryms z pozostatych
konteneréw (co oczywiscie technicznie jest mozliwe)?

Zademonstrowaé¢ kod, ktory opakowuje kontekst dostepu do danych w pseudosingleton
przy wykorzystaniu tego wlasciwego kontenera.

W ktérym miejscu potoku przetwarzania poprawnie zwalnia¢ zasoby kontekstu dostepu
do danych (co jest istotne zwlaszcza wtedy jesli obiekt dostepowy implementuje interfejs
IDisposable)? Zademonstrowaé to zwalnianie na przykladzie.

6. (1p) Do czego stuzy plik app_offline.htm?

7. (2p) Przeéwiczy¢ w praktyce przesylanie danych binarnych w obie strony. Sciglej - wyko-
naé¢ aplikacje, ktora pozwoli uzytkownikowi wskazaé¢ plik lokalny na dysku i przestaé¢ go
na serwer (formant <input type="file" ... />), a po stronie serwera zostanie wypro-
dukowany i odestany plik XML:

<opis>
<nazwa>nazwaprzestanegopliku</nazwa>
<rozmiar>rozmiarprzestanegopliku</rozmiar>
<sygnatura>sumabajtéwpliku modulo OxFFFF</sygnatura>
</opis>

Plik XML powinien by¢ budowany dynamicznie i odestany do klienta bez zapisywania jego
zawartosci na dysku serwera. W przegladarce uzytkownika nadestana odpowiedz powinna
spowodowaé podniesienie sie domys$lnego okna Otwoérz/Zapisz/Anuluj.

8. (2p) Wykorzystaé obiekt sesji do nastepujacego naiwnego rozwigzania problemu auten-
tykacji: w kazdej stronie aplikacji w wypadku stwierdzenia w kodzie zdarzenia Page _Load
braku informacji o uzytkowniku w sesji, kontekst przetwarzania przekierowywany jest do
strony Login.aspx, na ktérej po poprawnym potwierdzeniu tozsamosci (login i hasto)
informacja o tozsamosci zapamietywana jest w kontenerze sesji.

Dodatkowo punkt wejscia do aplikacji powinien by¢ poprawnie przywrocony po autenty-
kacji (uzytkownik kieruje zadanie do ktérejkolwiek strony aplikacji, jest przekierowany do
strony logowania, a nastepnie aplikacja sama powraca do strony, od ktérej uzytkownik
chcial rozpoczaé nawigacje).

Uwaga! O tym jok poprawnie implementowacé mechanizm autentykacji i autoryzacji be-
dziemy rozmawiaé na kolejnych wyktadach. To zadanie ma wylgcznie pokazaé, Ze referen-
cyjne rozwigzanie, ktore poznamy w przysztosci, nie jest jedynym mozliwym. W praktyce
nie powinno sie autentykacji opieraé na sesji serwera (dlaczego?).
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